**Amazon’s Ring is the largest civilian surveillance network the US has ever seen**
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One in 10 US police departments can now access videos from millions of privately owned home security cameras without a warrant

The Guardian Tue 18 May 2021

[In a 2020 letter to management, Max Eliaser, an](https://www.theguardian.com/commentisfree/2021/may/18/amazon-ring-largest-civilian-surveillance-network-us?utm_term=5b6f10fd895472ab09ec06887aa66460&utm_campaign=GuardianTodayUK&utm_source=esp&utm_medium=Email&CMP=GTUK_email" \l "comments)[Amazon software engineer](https://amazonemployees4climatejustice.medium.com/amazon-employees-share-our-views-on-company-business-f5abcdea849), said Ring is “simply not compatible with a free society”. We should take his claim seriously.

Ring video doorbells, Amazon’s signature home security product, pose a serious threat to a free and democratic society. Not only is Ring’s surveillance network spreading rapidly, it is extending the reach of law enforcement into private property and expanding the surveillance of everyday life. What’s more, once Ring users agree to release video content to law enforcement, there is no way to revoke access and few limitations on how that content can be used, stored, and with whom it can be shared.

Ring is effectively building the largest corporate-owned, civilian-installed surveillance network that the US has ever seen. An estimated [400,000 Ring devices were sold](https://www.vox.com/recode/2020/1/21/21070402/amazon-ring-sales-jumpshot-data) in December 2019 alone, and that was before the across-the-board [boom in online retail sales](https://www.theguardian.com/business/2021/apr/29/us-economy-first-quarter-soars-stimulus-help-recovery) during the pandemic. Amazon is cagey about how many Ring cameras are active at any one point in time, but [estimates](https://www.vox.com/recode/2020/1/21/21070402/amazon-ring-sales-jumpshot-data) drawn from Amazon’s sales data place yearly sales in the hundreds of millions. The always-on video surveillance network extends even further when you consider the [millions of users](https://www.androidcentral.com/ring-neighbors-hits-10-million-users-gaining-end-end-encryption-soon) on Ring’s affiliated crime reporting app, Neighbors, which allows people to upload content from Ring and non-Ring devices.

Then there’s this: since Amazon bought Ring in 2018, it has brokered more than [1,800 partnerships](https://www.google.com/maps/d/viewer?mid=1eYVDPh5itXq5acDT9b0BVeQwmESBa4cB&ll=36.19459170250789,-103.96982876449249&z=4) with local law enforcement agencies, who can request recorded video content from Ring users without a warrant. That is, in as little as three years, Ring connected around one in 10 police departments across the US with the ability to access recorded content from millions of privately owned home security cameras. These [partnerships](https://www.eff.org/deeplinks/2020/06/amazon-ring-must-end-its-dangerous-partnerships-police) are [growing at an alarming rate](https://www.washingtonpost.com/technology/2019/08/28/doorbell-camera-firm-ring-has-partnered-with-police-forces-extending-surveillance-reach/).

Data [I’ve collected](https://docs.google.com/spreadsheets/d/17UtY4pzr4kRY5CvK28fSntx0dsDGULLR/edit#gid=1823678353) from Ring’s quarterly reported numbers shows that in the past year through the end of April 2021, law enforcement have placed more than 22,000 individual requests to access content captured and recorded on Ring cameras. Ring’s cloud-based infrastructure (supported by Amazon Web Services) makes it convenient for law enforcement agencies to place mass requests for access to recordings without a warrant. Because Ring cameras are owned by civilians, law enforcement are given a backdoor entry into private video recordings of people in residential and public space that would otherwise be protected under the [fourth amendment](https://cdt.org/insights/digital-is-different-pole-camera-ruling-demonstrates-evolving-fourth-amendment-rights/). By partnering with Amazon, law enforcement circumvents these constitutional and statutory protections, [as noted by](https://www.californialawreview.org/amazon-ring-undermining-fourth-amendment/) the attorney Yesenia Flores. In doing so, Ring blurs the line between police work and civilian surveillance and turns your neighbor’s home security system into an informant. Except, unlike an informant, it’s always watching.

Ring’s pervasive network of cameras expands the dragnet of everyday pre-emptive surveillance – a dragnet that surveils anyone who passes into its gaze, whether a suspect in a crime or not. Although the dragnet indiscriminately captures everyone, including children, there are obvious racial, gendered and class-based inequities when it comes to [who is targeted](https://www.vice.com/en/article/qvyvzd/amazons-home-security-company-is-turning-everyone-into-cops) and labelled as “out of place” in residential space. Rahim Kurwa, a professor of criminology, law and justice at the University of Illinois at Chicago, [argues](https://medium.com/surveillance-and-society/nextdoor-in-context-f1eeeb32eec8) that neighborhood surveillance platforms such as Neighbors perpetuate a much longer history of the policing of race in residential space.

While pressure from [civil rights groups](https://www.fightforthefuture.org/news/2019-10-07-open-letter-calling-on-elected-officials-to-stop/) and [lawmakers](https://www.markey.senate.gov/imo/media/doc/Ring%20Law%20Enforcement%202019.pdf) to [end Ring’s partnerships](https://www.eff.org/deeplinks/2020/06/amazon-ring-must-end-its-dangerous-partnerships-police)with police has been building, we need to demand more transparency and accountability from Amazon and law enforcement about what data is being collected, with whom it’s being shared, and how it’s being used.